February 23, 2017

Important: Fraudulent Activity, Scams, and Unauthorized Use of Nomura Brand

Nomura continues to monitor all unauthorized use of the Nomura brand. Such unauthorized use can include email scams and other types of illegal activity.

We recently became aware of websites listed below that may have been created in an attempt to fraudulently represent itself as being Nomura Bank (Luxembourg) S.A. These websites are not parts of Nomura Bank (Luxembourg) S.A. or any other Nomura company.

www.nomuraonline.com
www.nomuraeurope.com

If you receive unsolicited communications, Nomura recommends that you contact our Fraud Risk Officer immediately to authenticate the content of any such communication. In addition, Nomura recommends that you do not:

- Make any payments without being certain the transaction is legitimate.
- Provide any personal information or data to anyone you do not know.
- Reply to suspicious emails or text messages or contact the sender.
- Open suspicious website links or attachments as this may lead to an attempt to infect your computer or mobile device with a virus.